
    

           

             

               
             

              
              
            

           

                
             

              
               

              
           

                
            
              

            
               

               
            
           

             
                 

            

              
             

             
           

              
              

               
        

SHSD Wireless Access Policy 

SHSD Public: wireless access for general use, with student level access. 

SHSD Private: wireless access for district owned electronic equipment, with staff level access. 

Students and staff may use a privately owned electronic “Internet ready” device on the SHSD 
Public wireless network. They are prohibited from using the SHSD Private wireless network 
with personal data devices. The SHSD Private wireless network is for district owned devices 
only. Under special circumstances, staff may be given Private access for their personal device 
with the express authorization of the Technology Department. The privately owned electronic 
device owner is the only person allowed to use the device. 

By connecting to the SHSD Wi-Fi, users accept the terms of the district’s electronic policies and 
administrative regulations. The technology devices that students and staff bring to school are 
their sole responsibility. The District assumes no responsibility for personal devices or data if 
they are lost, loaned, damaged or stolen. Personal devices may be subject to investigation of 
misuse in accordance with District Policy. The SHSD and personnel cannot attempt to repair, 
correct, troubleshoot, or be responsible for malfunctioning personal hardware or software. 

During the school day, the use of a privately owned electronic device is to support and 
enhance instructional activities. No District owned academic or productivity software may be 
installed on personal devices, unless approved by the District and allowed by specific software 
license. Students are prohibited from accessing the Internet using any external internet 
service. As we have no way to filter these and therefore is be CIPA compliant. 

No privately owned electronic device may be connected to the SHSD network by a network 
cable plugged into a data outlet without the Technology Department’s authorization. Network 
access for privately owned devices is provided via Wi-Fi access only. 

No student shall establish a wireless ad-hoc or peer-to-peer network using his/her electronic 
device or any other wireless device while on school grounds. This includes, but is not limited to 
using a privately owned electronic device as a cabled or wireless hotspot. 

Voice, video, and image capture applications may only be used with teacher or administrator 
permission. Sound should be muted unless the teacher or administrator grants permission for 
use of sound associated with the instructional activities. A teacher or administrator may 
permit the use of ear buds or other types of headphones. 

Violation of SHSD policies, local, state and/or federal laws while using a personal electronic 
device on the SHSD wireless network will result in appropriate disciplinary and/or legal action 
as specified in the Student Handbook and Code of Student Conduct, School Board Policy as 
well as by local, state and/or federal law. 


